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under the root (or /docs) directory in your repository.

If you want to use another markup, choose a different builder in your settings.
Check out our Getting Started Guide [https://docs.readthedocs.io/en/latest/getting_started.html] to become more
familiar with Read the Docs.
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DNS registrar for ENS

[image: Build Status] [https://travis-ci.org/ensdomains/dnsregistrar] [image: License]

This project implements a registrar for ENS that grants ENS domains to anyone who can prove ownership of the corresponding domain in DNS; it uses the DNSSEC Oracle [https://github.com/Arachnid/dnssec-oracle] to prove this.

For details on how to use this, see How to claim your DNS domain in ENS [https://medium.com/the-ethereum-name-service/how-to-claim-your-dns-domain-on-ens-e600ef2d92ca].


Installing

npm install '@ensdomains/dnsregistrar' --save








Including DNSRegistrar within smart contract

import '@ensdomains/dnsregistrar/contracts/dnsregistar.sol'






Using js binding

In addition to DNSRegistrar Truffle based artifact which you can call the smart contract directly, we provide a javascript wrapper which looks up DNS record, extract a proof, submit the proof via DNSSec Oracle, and register to ENS via DNSRegistrar using the proof

var DNSRegistrarJs = require('@ensdomains/dnsregistrar');
dnsregistrar = new DNSRegistrarJs(provider, dnsregistraraddress);
dnsregistrar.claim('foo.test').then((claim)=>{
    claim.submit({from:account});
})





NOTE: submit() calls different functions depending on the following three different conditions


	if not all proofs on DNSSEC oracle are valid, it will send proof to DNSSEC Oracle and claim ETH address.


	if all proofs on DNSSEC oracle are valid, it will not send proof to DNSSEC Oracle and just claim ETH address.


	if nsec is found, it deletes proof on DNSSEC oracle, then set ETH address to empty.









Contribution guide


Setting up

git clone https://github.com/ensdomains/dnsregistrar
cd dnsregistrar
npm install








Running test

npm run test
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